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We Are Lending For You! 

Our American Bank lending team is here to bring valuable experience in the local area markets. We have 

five lenders in Monroe, four lenders in Indian Trail and two lenders in Wingate. These ladies and gentle-

men are working to help YOU make your banking better. The group is excited to serve the community, so 

call or drop by your local branch to speak to one of our lenders about your needs!   
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On The Homefront 

The American Bank family is having a costume contest. Halloween is right around the corner and our  

employees will be having a costume contest on Monday, October 31, 2022. Come out and see what/who 

each employee/group has become! 

We are also having a coloring contest for the children of American Bank. Each branch has a variety of  

coloring pages for the kids. Once they bring the colored pages back to the branches, we will pick a winner 

on Friday, October 28 and the winner will receive a special Halloween basket ! 

 

Upcoming Events and Holidays 

The forth quarter is a busy time for our branches. We have several Federal Holidays coming up where the 

branches will be closed: November 11th, November 24th, and December 26th.  

Our Wingate Branch will be in attendance at a few different events, such as the Wingate Community Trunk 

or Treat October 29th and the Treats and Trees with the Wingate Volunteer Fire Department on Novem-

ber 25th. American Bank will also take part in the Wingate Christmas Parade on December 3rd. Come out 

and see what we are doing in the community!  

 Every day, thousands of people fall for fraudulent emails, texts, and calls from scammers pretending to be a 
bank. These are commonly referred to as phishing scams. The communication is designed to trick you into 
providing confidential information (like account numbers, passwords, or PINs) either online or over the 
phone to someone imitating a bank employee. 
 
Educating our customers is one of the most effective ways to prevent them from falling victim to these 
scams. 
 
If you receive an email, text, or phone call asking for confidential information, it’s a definite red flag. It’s 
better to be safe than sorry. End the call, delete the text, and trash the email, because banks never ask that! 


